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[bookmark: _Toc185409023][bookmark: _Toc271278413][bookmark: _Toc272124706][bookmark: _Toc258319901][bookmark: _Toc258320028][bookmark: _Toc185409045][bookmark: _Toc270653511][bookmark: _Toc271278419]Technical Requirements Approach
The Application System Integrator (ASI) Vendor must provide a narrative overview of how the System will meet the Technical Requirements of the Benefits Eligibility Solution and enhancements to the Medicaid Eligibility and Enrollment (E&E) Solution. The following questions pertaining to technology and application architecture requirements and policy must be answered by the ASI Vendor. 
Please use these response sections to provide specific details of the proposed approach to meeting DHS’ requirements in each area. Responses should, when necessary, reference requirements using the appropriate RFP Requirement Numbers from Template T-8 – Technical Requirements Traceability Matrix.
Responses in this section must be highly focused on the specific requirements and must not simply provide generic or marketing descriptions of technology or product capabilities.  Also, include one (1) or more diagrams where necessary that detail the proposed design and the relationships between key technical components.
[bookmark: _Toc445293808]General Technical Approach 
	Instructions: Provide a discussion of the overall technical approach and proposed System architecture/design. This section must include a discussion of:
How the technical design/architecture will meet the technical requirements and deliver the business objective, focusing on delivering DHS Enterprise Program’s vision and how the technical design enables and aligns with DHS’ Agency of One concept
How the System will leverage the DHS Enterprise Platform shared, common components and services, interoperability and re-use
How the technical design will ensure sharing of data and information across the DHS Enterprise Platform and support end-to-end integration of technical enablement for DHS programs
How the technical design will ease the future deployment of other programs into the DHS Enterprise Platform environment 
How the technical design aligns with DHS’ technology standards (including SOA compliance) and justification for any deviations from the standards



<Response>
	Instructions: Describe how the ASI Vendor’s approach to the technical requirements will leverage COTS solutions to minimize custom development. If custom development is required, include a discussion of the justification.



<Response>
[bookmark: _Toc445293809]General System Behavior Requirements Approach
[bookmark: _Toc445293810]Usability
	Instructions: Describe the design approach and the characteristics of the user interface for the System, the user friendliness of the Solution and how the user interface will support diverse types of users (e.g. differing roles and end users who log in very infrequently and Eligibility Workers who log in daily). The System must be designed to utilize a browser based or a Rich Internet Application that can provide feature rich applications that can be updated over the WAN and the Internet, and should deliver a consistent user experience to the various user groups. 



<Response>
[bookmark: _Toc445293811][bookmark: _Toc185409024][bookmark: _Toc271278414][bookmark: _Toc272124707]Audit and Compliance
	Instructions: Describe the ASI Vendor’s approach for the System to meet Audit and Compliance requirements. Please describe the ASI Vendor’s approach to: 
· Providing the capability to audit records in a manner suitable for the user to interpret the information
· Providing the capability to generate reports based on ranges of System dates and times that audit records were collected
· Providing the capability to integrate consent audit trails and data access audit trails in a consolidated searchable system for search/report to support consent rule enforcement or investigation, including audit trails based on deprecated rules or policies



<Response>
Audit Logging
	Instructions: Describe the ASI Vendor’s approach to support an audit trail of all pertinent events, giving due consideration to storage space and performance constraints. Examples of these events include:
· System start-up and shutdown
· Successful and unsuccessful login attempts
· User actions to access files or applications (successful and unsuccessful)
· Actions taken by System administrators and security personnel
· All administrative actions performed on the System (e.g. adding users)
· Permission changes
· Creation of users and objects
· Deletion and modification of System files
· Registry key / kernel changes
· Skipped or rejected alerts 
· Changes, additions or deletions to data (including operational and security data) sets identified by management
· Out of normal System operations usage or user access



<Response>
[bookmark: _Toc445293812]Performance and Availability
System Performance Requirements Approach
	Instructions: Describe the ASI Vendor’s approach for the System to meet performance standards and how the data will be measured and reported. Describe the ability of the ASI Vendor’s System architecture to support:
· Internal DHS staff, and external participants with their use of the System 
· Mission-critical services/SLAs
· Ease of management
· Ability to upgrade (ease and compatibility)
· Meeting System response time requirements



<Response>
System Availability Requirements Approach
	Instructions: The ASI Vendor is responsible for delivering a cost-effective, high-availability environment that minimizes the frequency and impact of System failures, reduces downtime, and minimizes recovery time in the event of catastrophic failure.  In this section, provide details on the ASI Vendor’s approach to providing a highly available System.



<Response>
[bookmark: _Toc445293813]Interface List
	Instructions: Describe the ASI Vendor’s approach and any experiences the ASI Vendor has in integrating with external data sources similar to those listed in Template T-8 – Technical Requirements Traceability Matrix, tab G4 Interface List, the technical challenges faced and how these challenges were overcome.



<Response>
[bookmark: _Toc445293814]Technology Requirements Approach
[bookmark: _Toc445293815]Interoperability / Interfaces
	Instructions: Describe the interoperability features and capabilities of the ASI Vendor’s System, specifically in providing support for integrating various applications with SOA and event-driven architectures in a manner that supports the following implementation strategies:
Web Services: Web Services Interoperability (WS-I) Organization-compliant implementation of basic Web services standards, including SOAP, WSDL and Universal Description, Discovery and Integration (UDDI), as well as higher-level Web services standards, such as WS-Security
Representational State Transfer: Support for XML-based messages, processing and HTTP, and XHTML



<Response>
[bookmark: _Toc445293816]Scalability and Extensibility
	Instructions: Describe the ASI Vendor’s approach to the scalability and extensibility of the System. The ASI Vendor’s approach, at a minimum, must take the topics listed below into consideration while providing the details of how the System will meet or exceed the Scalability and Extensibility Requirements set forth in Template T-8 – Technical Requirements Traceability Matrix, tab T2 Scalability & Extensibility.
· Ability to meet future growth
· Configurability
· Flexibility to keep up with changing technology and regulatory needs
· Ease of maintenance
Describe how the ASI Vendor’s System would scale for multiple business units with different missions. For example, if Department ‘x’ and Department ‘y’ both want to take advantage of automated case management, how would the System handle increasing users while maintaining responsiveness and ensuring security, privacy, etc.



<Response>
[bookmark: _Toc405391440][bookmark: _Toc445293817]Regulatory and Security
Regulatory and Security
	Instructions: Describe the ASI Vendor’s approach to harmonizing the regulatory requirements, audit compliance and security needs of the System. The ASI Vendor’s approach, at a minimum, must take the topics listed below into consideration while providing the details of how the System will meet or exceed the Regulatory and Security Requirements set forth in Template T-8 – Technical Requirements Traceability Matrix, tab T3 Regulatory and Security.
· Adhering to, harmonizing, and enabling the listed Federal, State and local regulations
· Protecting and securing the information assets within the System
· Enabling Identity and Access Management
State data may include personally identifiable information, tax information and/or HIPAA protected information.  
Describe the ASI Vendor’s approach to ensure State data will be isolated and protected. 
Please explain the architecture and the related security model.



<Response>
Security Architecture and Design
	Instructions: Describe the ASI Vendor’s approach to support technical controls and technology solutions that must be secured to ensure the overall security of the System including, but not limited to:
· Providing security-related input into IT infrastructure, system and application design
· Leveraging published industry and Federal government standards and models to apply security best practices
· Supporting, enabling and extending the security policy by providing specific security-related guidance to decision makers
· Addressing the capability to provide user and site authentication
· Supporting VPN access
· Recovering from a failure of any single element
· Easily serviceable
· Supporting the establishment and active management of data sensitivity levels
· Application and system hardening processes
DHS’ preferred architecture for Security standards includes OIM.



<Response>
Database Security
	Instructions: Describe the ASI Vendor’s approach to ensure the confidentiality, integrity and availability of the Database Management Systems responsible for managing data related to the proposed System.



<Response>
Software and Hardware Security
	Instructions: Describe the ASI Vendor’s approach to development and implementation of security measures that will provide security and protection for the System including, but not limited to:
· Server OS Security
· Client OS Security
· Mobile Devices Security
· Web Server Security
· Browser Security



<Response>
[bookmark: _Toc445293818]Solution Administration
Solution Administration 
	Instructions: Describe the Solution Administration tools and procedures that are included in the Solution to ease the administration of the System, including any required customizations and third party tools, and how these would be integrated into the DHS Program’s Systems Integrator / Multi-Vendor Integration (SI / MVI) environment. Describe the proposed overall management framework, including:  
· Application management and monitoring
· Web services management
· Systems management and monitoring
· Event management
· Identity and Access Management
· Network management and monitoring
· End-to-end performance monitoring 
· Print Prioritization & Management
· Workload Management



<Response>	
Transaction Monitoring and Logging
	Instructions: Describe any Transaction Monitoring and Logging capabilities of the ASI Vendor’s System. The ASI Vendor’s response, at a minimum, must take the following topics into consideration while providing the details:
· Fault Monitoring
· Performance Monitoring
· Configuration Monitoring
· Security Monitoring
· Management and Reporting
· Root Cause Analysis



<Response>

Data Archival
	Instructions: Describe the processes used to retrieve data from operational databases, near online, and offline data archives and how it integrates with the DHS Enterprise Platform approach.



<Response>
Data Backup
	Instructions: Describe the ASI Vendor’s approach to support Data Backup and how it integrates with the DHS Enterprise Platform approach including, but not limited to:
· Database and application backup procedures must be updated to include backups for the System
· Full online data backups must occur, as well as offline backups using tape storage



<Response>
Disaster Recovery
	Instructions: Describe the ASI Vendor’s approach to reestablishing operations in the event of a catastrophe and how it integrates into the DHS Enterprise Platform approach. Include the required components, configurations and procedures to enable a recovery.



<Response>
Technical Documentation
	Instructions: Describe the technical documentation that comes delivered with the ASI Vendor’s Solution and the technology documentation that will be developed specific to this engagement.



<Response>
[bookmark: _Toc445293819]Solution Management
Performance Monitoring and Management
	DHS envisions the Platform Vendor will be responsible for coordinating all vendors to ensure end-to-end performance with each vendor responsible for their components’ performance.

Instructions: Describe the ASI Vendor’s methodology for monitoring and reporting System performance, as well as the ASI Vendor’s approach to technology management.  This includes how the ASI Vendor’s performance monitoring will integrate with the DHS Enterprise Platform performance monitoring.  Address methods for auditing, tracing and scanning the System. Provide details on the use of specialized tools the ASI Vendor will use to automate and track monitoring and management activities.



<Response>
Technical Environments
	Instructions: Describe the ASI Vendor’s approach to coordinating with the Platform Vendor to establishing and managing:
· Multiple environments (e.g., development, testing, training, staging, and production)
· Procedures used to migrate software from one environment to another
· Steps needed to maintain the synchronization between environments, as appropriate



<Response>
Design and Build Tools
	DHS desires to give the ASI Vendor as much autonomy as possible while balancing the need to establish DHS Enterprise Platform standards. 
Instructions: Describe the details on the tools and utilities used to design, build, test, deploy, report, monitor, and operate the System and its components and conform to the DHS Enterprise Platform standards.



<Response>
[bookmark: _Toc445293820]DHS Enterprise Platform Alignment
Alignment to the DHS Enterprise Platform
	Instructions: The DHS Enterprise Platform uses multiple COTS applications and infrastructure technologies including Siebel CRM, OPA, OFM, Oracle WebLogic, Siebel UCM, and OBIEE.

DHS has defined a series of highly preferred and preferred technology components and services, and it would like to leverage these investments as the foundation of the technology approach and architecture for the Benefits Eligibility Solution. 
 
In this section, for each DHS Enterprise Platform component, describe the level of the proposed Solution’s alignment, and the approach to the proposed System to leveraging the DHS Enterprise Platform middleware. Provide the details of how it will meet or exceed the DHS Platform Alignment Requirements set forth in Template T-8 – Technical Requirements Traceability Matrix, tab T6 DHS Platform Alignment, with respect to key software middleware components.

If the ASI Vendor is proposing to use alternative technologies in each of these technology domains, provide appropriate rationale and justification for the proposed technology component and approach.



<Response>
Enterprise Content Management
	Instructions: Describe the ASI Vendor’s approach to leveraging the highly preferred Enterprise Content Management technologies for the new System. The ASI Vendor’s response, at a minimum, must take the following topics into consideration while providing the details:
· Store electronic forms
· Scan and store imaged documents
· Searching of documents
· Digital rights management capabilities
DHS’ strategic direction for Enterprise Content Management includes IBM FileNet Suite. Describe how the ASI Vendor will leverage DHS’ ECM technology and current implementation.
If the ASI Vendor is proposing to use an alternative product, provide appropriate rationale and justification for the proposed technology component and approach.



<Response>
Master Data Management
	Instructions: Describe the ASI Vendor’s approach to leveraging the highly preferred MDM technologies and/or services that will integrate with and support the Enterprise Master Person Index strategy for the DHS Enterprise Platform. The ASI Vendor’s response, at a minimum, must take the following topics into consideration while providing the details:
· Intra enterprise EMPI
· Probabilistic record matching
· Tunable record matching
· Configurable interface capability
DHS’ strategic direction for Enterprise MDM and Master Person Index includes Oracle’s Siebel UCM platform.  Describe how the ASI Vendor will leverage DHS’ MDM technologies and current implementation. 
If the ASI Vendor is proposing to use an alternative product, provide appropriate rationale and justification for the proposed technology component and approach.



<Response>
Application and Data Integration – State Data Hub
	Instructions: Describe the ASI Vendor’s approach to leveraging the highly preferred application and data integration hub technologies and services that are available through the State Data Hub and the DHS Enterprise Platform. The ASI Vendor’s response, at a minimum, must take the following topics into consideration while providing the details:
· Application integration across State Agencies
· Leveraging the Federal Data Services Hub
· Data integrity and performance
· Messaging and standards support
DHS’ strategic direction for Application and Data Integration tools and technologies includes the OSB platform.  Describe how the ASI Vendor will leverage the State Data Hub’s current implementation and the required support from the Platform Vendor.
If the ASI Vendor is proposing to use an alternative product, provide appropriate rationale and justification for the proposed technology component and approach.



<Response>
Security - Identity and Access Management
	Instructions: Describe the ASI Vendor’s approach to leveraging the highly preferred Identity and Access Management technologies and services that are available through the DHS Enterprise Platform. The ASI Vendor’s response, at a minimum, must take the following topics into consideration while providing the details:
· Enabling DHS to identify users in different contexts so that DHS policies and user preferences can be applied consistently
· Delivering an integrated login experience for users across DHS systems and channels
· Enabling coherent audit trails and chain of custody records needed for security forensics and compliance requirements
· Supporting the proactive management of user access to DHS resources including de-provisioning when needed
· Enable DHS to consistently identify external users so that customer service can be made more effective
DHS’ strategic direction for Identity and Access Management tools and technologies includes the Oracle Identity and Access Management platform.  Describe how the ASI Vendor will leverage the Oracle Security technologies and services’ current implementation, and the required support from the Platform Vendor.
If the ASI Vendor is proposing to use an alternative product, provide appropriate rationale and justification for the proposed technology component and approach.



<Response>
Business Rules Engine
	Instructions: Describe the ASI Vendor’s approach to leveraging Business Rules Engine technologies that will enable and support DHS’ strategic objectives and seamlessly integrate with the DHS Enterprise Platform. The ASI Vendor’s response, at a minimum, must take the following topics into consideration while providing the details:
· Rules engine architecture
· Rules validation, calculation, decision and generation 
· Performance tuning and debugging
· Rule storage and versioning
Describe whether and how the ASI Vendor can leverage DHS’ preferred Rules Engine technologies, OPA.
If the ASI Vendor is proposing to use an alternative tool, provide appropriate rationale and justification for the proposed technology component and approach.



<Response>
Case Management and CRM
	Instructions: Describe the CRM and Case Management technologies and design approach supporting the Benefits Eligibility Solution application and the DHS Enterprise Platform. The ASI Vendor’s response, at a minimum, must take the following topics into consideration while providing the details:
· How CRM will be leveraged for Benefits and Case Management
· Sharing CRM tools for tracking customer issues and complaints across the Department
· Improving search capabilities
· Enhancing scheduling and alert functionality
· Workflow and task management
· Administration
· Client-Centric information that allows for identification of a citizen and their family across programs and jurisdiction
· Managing complex and long running cases
For Case Management and CRM, DHS has a preference to use the existing instance of Oracle Siebel CRM Public Sector as the standard tool for case management and CRM related functionality.
If the ASI Vendor is proposing to use an alternative product, provide appropriate rationale and justification for the proposed technology component and approach.



<Response>
Consumer and Worker Portals 
	Instructions: Describe the ASI Vendor’s approach to using Horizontal Portal technologies to enable access for the variety of internal and external end users of the System. The ASI Vendor’s response, at a minimum, must take the following topics into consideration while providing the details:
· Multiple channel support
· Single Sign-on to all required resources
· Search capabilities
· Accessibility considerations
· Personalization
· Usability best practices and Federal guidance
DHS has a preference to use Liferay as the consumer portal standard. The Case Workers are expected to use the Siebel Worker Portal as a part of the Siebel CRM Case Management solution. DHS will consider Systems using alternative products only when the ASI Vendor provides a compelling justification to do so.

Describe whether and how the ASI Vendor can leverage DHS’ preferred Horizontal Portal technologies or another tool that the ASI Vendor is proposing with a compelling justification, to achieve the expected benefits from deployment of a horizontal portal platform.



<Response>
Data Integration and Extraction, Transformation and Load
	Instructions: Describe the ASI Vendor’s approach to Data Integration and supporting technologies for Data Extraction, Transformation and Load into appropriate reporting and analytics target systems. The ASI Vendor’s response, at a minimum, must take the following topics into consideration while providing the details:
Connectivity/adapter capabilities (data source and target support)
Data delivery capabilities
Data transformation capabilities
Metadata and data modeling capabilities
Commonality, consistency and interoperability between components of the toolset
Design and development environment capabilities
Data governance capabilities (interoperation with data quality, profiling and mining capabilities)
Deployment options and runtime platform capabilities
Operations and administration capabilities
Service enablement capabilities
For Extraction, Transformation and Load technologies, DHS has a preference to use Informatica PowerCenter as the standard tool for data integration functionality.
If the ASI Vendor is proposing to use an alternative product, provide appropriate rationale and justification for the proposed technology component and approach.



<Response>
Business Intelligence and Reporting Infrastructure
	Instructions: Describe the ASI Vendor’s approach to support the BI functions that should deliver a balanced set of capabilities to DHS’ users across three (3) areas: data integration, information delivery and analysis. The ASI Vendor’s response, at a minimum, must take the following topics into consideration while providing the details:
· BI Infrastructure
Reporting approach for both canned, ad-hoc reports and dashboards
· Scalable Data Architecture
· Data Integration Tools
DHS’ preferred technology for BI and reporting includes OBIEE, which is expected to be leveraged to provide a dimensional Data Warehouse that collects, aggregates and organizes data from various data sources to provide OLAP and reporting functions.
If the ASI Vendor is proposing to use an alternative product, provide appropriate rationale and justification for the proposed technology component and approach.



<Response>
Application Server
	Instructions: Describe the Application Server technology and design approach for supporting the new System. The ASI Vendor’s response, at a minimum, must take the following topics into consideration while providing the details:
· Enterprise ready and scalable
· Clustering
· Administration
· Security
For Application Server technologies, DHS has a preference to use Oracle WebLogic Application Server and Oracle SOA Suite as the standard application container environment.

If the ASI Vendor is proposing to use alternative products, provide appropriate rationale and justification for the proposed technology component and approach.



<Response>
Database Management Systems
	Instructions: Describe the ASI Vendor’s approach to transactional and analytical Database Management. The Database Management approach for the System must take into account the following four (4) major types of data repositories: 
· Online Transaction Processing databases shall be the read-write stores of DHS transactional services and systems, and must be the primary source of transactional data management within the System
· Operational Data Store databases shall be used to support operational and tactical data consolidation and data access needs of DHS. The data contained in an Operational Data Store must originate in one or more of the Online Transaction Processing databases.
· Data Warehouse databases shall primarily support managerial and strategic decision making for DHS.  A data warehouse may contain de-normalized and/or summarized data rather than detailed data as in an Operational Data Store.
· Data Mart databases shall support departmental decision-making for DHS. The scope of information stored within the data mart data stores will generally be much smaller than within the data warehouse, and is focused on the needs of its unique stakeholders. 
DHS’ preferred technology for all data repositories within the proposed Solution is Oracle 11g or 12c RDBMS. Describe whether and how the ASI Vendor can leverage DHS’ preferred RDBMS technologies.
If the ASI Vendor is proposing to use an alternative DBMS technology platform, provide appropriate rationale and justification for the proposed technology component and approach.



<Response>DHS Enterprise Platform Tools
	DHS prefers to standardize across the entire DHS Enterprise Platform. While the Platform Vendor will be responsible for maintaining and managing the tools, DHS prefers that the ASI Vendor uses these tools provided by the Platform Vendor.
Instructions: Describe the ASI Vendor’s tools it will use throughout the Engagement. DHS’ preferred tools are listed in Template T-8 Technical Requirements Traceability Matrix, tab T6 DHS Platform Alignment. Describe whether the ASI Vendor plans to leverage the DHS Enterprise Platform tools and any potential challenges.
If the ASI Vendor is proposing to use an alternative tool(s), provide appropriate rationale and justification for the proposed tool(s).



<Response>

[bookmark: _Toc329609774][bookmark: _Toc330533051][bookmark: _Toc330533771][bookmark: _Toc330534648][bookmark: _Toc330562633][bookmark: _Toc330752971][bookmark: _Toc330753068][bookmark: _Toc330803328][bookmark: _Toc333224460][bookmark: _Toc370384933][bookmark: _Toc370712849][bookmark: _Toc370714045][bookmark: _Toc370714981][bookmark: _Toc370889731][bookmark: _Toc370905554][bookmark: _Toc370908447][bookmark: _Toc370908661][bookmark: _Toc370911457][bookmark: _Toc370918116][bookmark: _Toc371255959][bookmark: _Toc329609775][bookmark: _Toc330533052][bookmark: _Toc330533772][bookmark: _Toc330534649][bookmark: _Toc330562634][bookmark: _Toc330752972][bookmark: _Toc330753069][bookmark: _Toc330803329][bookmark: _Toc333224461][bookmark: _Toc370384934][bookmark: _Toc370712850][bookmark: _Toc370714046][bookmark: _Toc370714982][bookmark: _Toc370889732][bookmark: _Toc370905555][bookmark: _Toc370908448][bookmark: _Toc370908662][bookmark: _Toc370911458][bookmark: _Toc370918117][bookmark: _Toc371255960]
[bookmark: _Toc371262525][bookmark: _Toc371263834][bookmark: _Toc371264019][bookmark: _Toc371264061][bookmark: _Toc371428023][bookmark: _Toc376383206][bookmark: _Toc376383272][bookmark: _Toc376383349][bookmark: _Toc376383423][bookmark: _Toc376383609][bookmark: _Toc376384584][bookmark: _Toc376384799][bookmark: _Toc376385028][bookmark: _Toc376385216][bookmark: _Toc376414526][bookmark: _Toc376414726][bookmark: _Toc376414853][bookmark: _Toc376841630][bookmark: _Toc377394871][bookmark: _Toc377395138][bookmark: _Toc377395279][bookmark: _Toc371262526][bookmark: _Toc371263835][bookmark: _Toc371264020][bookmark: _Toc371264062][bookmark: _Toc371428024][bookmark: _Toc376383207][bookmark: _Toc376383273][bookmark: _Toc376383350][bookmark: _Toc376383424][bookmark: _Toc376383610][bookmark: _Toc376384585][bookmark: _Toc376384800][bookmark: _Toc376385029][bookmark: _Toc376385217][bookmark: _Toc376414527][bookmark: _Toc376414727][bookmark: _Toc376414854][bookmark: _Toc376841631][bookmark: _Toc377394872][bookmark: _Toc377395139][bookmark: _Toc377395280][bookmark: _Toc445293821][bookmark: _Toc405391454]Software Components
The Contract may include the acquisition of COTS software to support the Project. DHS anticipates the ASI Vendor will leverage some of the middleware software components already installed as part of the DHS Enterprise Platform and install additional middleware software. Refer to Section 3.4.6 Technical Solution Approach in the RFP and the General System Design (included in the Procurement Library) and other reference documents in the Procurement Library for additional details.
Instructions: List all the middleware software which is currently part of the DHS Enterprise Platform that DHS will need to provide to the ASI Vendor to support the Benefits Eligibility Solution in Table 1. Add rows as needed; each row must correlate with a DHS Enterprise Platform middleware software component captured in the RFP. Add rows as necessary. Do not change any of the completed cells. Any changes to the completed cells could lead to the disqualification of the Proposal.

[bookmark: _Ref437017781]Proposed DHS Enterprise Platform Packaged Software
	SOFTWARE ITEM #
	SOFTWARE ITEM
	ENVIRONMENT (E.G., DEVELOPMENT, TEST, TRAINING, PRODUCTION)
	MANUFACTURER
	LICENSE TYPE
(E.G., ENTERPRISE, PER USER, PER SERVER)
	
BRAND NAME
	MODULE NAME
	VERSION
NUMBER
	UTILITY/ SYSTEMS MGMT SOFTWARE, DBMS, DATA WAREHOUSE,  OTHER
	DETAILED DESCRIPTION
(E.G., FUNCTIONALITY, PURPOSE)
	OS
	EARLIEST PROPOSED PURCHASE DATE

	1
	Item 1
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 

	2
	Item 2
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 

	3
	Item 3
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 



Instructions: List all the additional middleware software/COTS (that is not currently part of the DHS Enterprise Platform) which will need to be procured in Table 2. Add additional rows as needed. Do not change any of the completed cells.

[bookmark: _Ref437017819]Proposed New Packaged Software
	SOFTWARE ITEM #
	SOFTWARE ITEM
	ENVIRONMENT (E.G., DEVELOPMENT, TEST, TRAINING, PRODUCTION)
	MANUFACTURER
	LICENSE TYPE
(E.G., ENTERPRISE, PER USER, PER SERVER)
	
BRAND NAME
	MODULE NAME
	VERSION
NUMBER
	UTILITY/ SYSTEMS MGMT SOFTWARE, DBMS, DATA WAREHOUSE,  OTHER
	DETAILED DESCRIPTION
(E.G., FUNCTIONALITY, PURPOSE)
	OS
	EARLIEST PROPOSED PURCHASE DATE

	1
	Item 1
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 

	2
	Item 2
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 

	3
	Item 3
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 



If the System will include software to be licensed from the ASI Vendor, ASI Vendors shall include software licensing requirements and anticipated volume.  The ASI Vendor shall propose the licensing options available and recommend the advantages of those various options.  For example, licensing options may include: 
Named user
Per server
Per work team
Concurrent User
Enterprise (unrestricted)

[bookmark: _Toc405391455][bookmark: _Toc445293822]Proposed Hardware Technical Specifications
The Contract may include the acquisition of additional hardware in support of the Solution. DHS anticipates the Platform Vendor to host and support the hardware and has a strong preference that the Solution be built using the established DHS Enterprise Platform standards.  However, DHS understands hardware that does not conform to its standards may be required.
Please refer to the RFP and General System Design and other reference documents in the Procurement Library for additional details.
Instructions: Please list all the specifications of the proposed Hardware in Table 3 and Table 4. Add rows as necessary. Do not change any of the completed cells. Any changes to the completed cells could lead to the disqualification of the Proposal.
[bookmark: _Ref437017879]Proposed DHS Enterprise Platform Hardware/Infrastructure 
	HARD-WARE ITEM # 
	HARDWARE ITEM 
	 ENVIRONMENT (E.G., DEVELOPMENT, TEST, TRAINING, PRODUCTION) 
	 MANUFACTURER 
	DETAILED DESCRIPTION 
(E.G., NUMBER OF PROCESSORS, AMOUNT AND TYPE OF STORAGE AND MEMORY, TYPE OF NETWORK CARD) 
	 OS
	 EARLIEST PROPOSED PURCHASE DATE 

	1
	Item 1
	 
	 
	 
	 
	 

	2
	Item 2
	 
	 
	 
	 
	 

	3
	Item 3
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